Overview
The Building Security In Maturity Model (BSIMM) is a study of existing software security initiatives (SSIs). By quantifying the practices of many different organizations, the BSIMM describes the common ground shared by many as well as the variations that make each unique. BSIMM results provide a way to assess the current state of your software security initiative, identify gaps, prioritize change, and determine how and where to apply resources for immediate improvement.

What the BSIMM enables you to do

1. **Start a software security initiative (SSI) using real data.**
   If you don’t have an SSI yet, you need one. Before you start down that path, the BSIMM will help you identify the core activities that all successful initiatives undertake—no matter what industry you’re in.

2. **Compare your SSI to other firms in your industry.**
   The BSIMM is one of the best yardsticks available today for measuring how your SSI stacks up against the rest of your industry peers. With your goals in mind, you can quickly determine where you stand relative to your needs.

3. **Benchmark and track your SSI growth.**
   The BSIMM is the best and only repeatable way to measure your SSI’s effectiveness. Once your SSI is established, you can use it to measure your continuous improvement year over year. The BSIMM also provides concrete details to show your executive team and board how your security efforts are making a difference.

4. **Evolve your SSI using lessons learned from mature initiatives.**
   The BSIMM is a “what works” report on building and evolving an SSI. It comprises proven activities that mature organizations are performing today. You can use your assessment results, the BSIMM activities, and your objectives to set strategies and priorities for real improvement.

5. **Interact with professionals facing common issues.**
   Along with your BSIMM results, you gain access to our exclusive BSIMM community, which includes monthly newsletters, specialized quarterly webinars, U.S.- and U.K.-based annual conferences, RSA Conference networking events, and a vibrant online community.
Get a personalized report

Every BSIMM assessment comes with a detailed report highlighting your areas of strength and where you need improvement. This includes:

- **Customized Spider Chart.** This diagram shows at a glance where you are ahead of the game and where you might be behind. As you switch from measuring-stick mode to SSI-planning mode, these results provide objective guidance that you can implement immediately.

- **BSIMM Company Scorecard.** This table shows where you stand relative to all other initiatives. You can use it to look at your entire initiative over time, your individual business units, business partners, and the vendors you work with.

What BSIMM participants are saying

Development, security, and operations teams need to align, and BSIMM9 provides data suggesting this is taking place through automation, particularly as software shifts to the cloud. This is a huge move in the right direction: greater velocity and better security at the same time.

—DR. BRIAN CHESS, SENIOR VICE PRESIDENT, INFRASTRUCTURE AND SECURITY FOR NETSUITE, ORACLE

Software is influencing more and more of our daily lives as consumers, professionals, and humans are embracing a digital experience. Leading organizations that use BSIMM to benchmark their software security resiliency practices have a significant competitive advantage in the marketplace.

—JIM ROUTH, CHIEF SECURITY OFFICER, AETNA

Since 2009, each new version of BSIMM demonstrates how software security is becoming more mainstream and adopted by an always larger number of organizations. BSIMM7 is no exception and possibly represents an inflection point where software security is increasingly part of the development practices and less an independent discipline of software engineering.

—ERIC BAIZE, SENIOR DIRECTOR, PRODUCT SECURITY OFFICE, DELL EMC

The Synopsys difference

Synopsys helps development teams build secure, high-quality software, minimizing risks while maximizing speed and productivity. Synopsys, a recognized leader in application security, provides static analysis, software composition analysis, and dynamic analysis solutions that enable teams to quickly find and fix vulnerabilities and defects in proprietary code, open source components, and application behavior. With a combination of industry-leading tools, services, and expertise, only Synopsys helps organizations optimize security and quality in DevSecOps and throughout the software development life cycle.

For more information, go to [www.synopsys.com/software](http://www.synopsys.com/software).
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